**Laptops and Cellular Networks**

**Computers can be used with a 3G/4G dongle can be used as a more secure device**

* Qubes with whonix or Debian

Can use a burner with 3G and that phone is connected into laptop via a cable

* Portable router with 3G/4G capabilities
* Laptop to router, phone to laptop

**Best option**

Portable router with dongle inserted into it and then connected to the laptop via cable

* Dongle and SIM can be easily replaced

**Burner and Dongle Tracking Mitigations**

* Follow OPSEC rules
* Physical and virtual isolation
* Obtain SIM and device anonymously
* Never reuse SIM or mobile device
* Don’t carry different mobile devices together
* One phone for one alias
* Secure messaging and VOIP apps
* Use e2e and authentication where possible
* Don’t switch off or on separate devices at the same time
  + Or in sensitive locations like where you live
  + On and off in non-sensitive location
* Must still use anonymising services when using internet services
  + Especially with a mobile device
* Kill switch for offing to discard encryption keys in memory